
1 

 

 

Afful Ekow Kelly, Department of Information Technology, School of Science and Engineering, 

Malaysia University of Science and Technology. Selangor, Malaysia. 

ORCID: 0000-0002-8026-6436. 

Sellappan Palaniappan, Professor, Dr., Head of Department, Department of Information 

Technology, School of Science and Engineering, Malaysia University of Science and Technology. 

Selangor, Malaysia. ORCID: 0000-0002-7650-8404. 

 

A proposed approach to enhance user PIN in the mobile money ecosystem in Ghana 

 

Abstract: The use of only numeric numbers as the base for the USSD PIN rather than alphanumeric was 

one of the security risks in the USSD mobile money services. The study objective is to assess the security 

threats posed by user PINs in the mobile money banking ecosystem and to enhance the service quality 

of the existing mobile money service with its high level of security threats prone to the mobile money 

industry. The study aims to shed light on the consumer acceptability requirements for mobile banking in 

particular areas of the consumer usage pattern, which will inform the industry players to strengthen such 

areas in consumer interest. This will help both the telecoms to understand the individuals and customise 

services based on the service needs of users of their product. This will aid the operators to cut costs and 

help improve the security infrastructure in other countries to cover to rope in more users, and to serve 

the unbanked in the hinterlands of the country. There is a growing demand for the adoption of mobile 

money services in Ghana. However, there is insufficient research to understand the risk associated with 

the adoption of the service. It is on this trend that, the study sought to reveal and understand the threat 

in the nature of user PIN used in the mobile money service. This study encapsulates, with the extension 

on demographic scope, which included workers, students, employed and unemployed who have adopted 

mobile money services the study adopted an exploratory method, to understand the main threats of the 

user PIN in relation to the mobile money application adopted in Ghana. This also included a survey 

question for users’ responses on the nature of use. The study included 57 participants to uncover the 

vulnerability of users’ PINs in mobile money services. The study’s findings revealed that the length could 

be increased. The current size of the PIN stack was set to four for convenience and user-friendliness, 

with little thought given to the threat such a length could pose in financial transactions involving mobile 

money banking. The mobile money PIN solution provided will enable users not to be worried n about 

their accounts should users end up losing their handset and otherwise potentially harm their handsets 

because the merchandise is completely secure. The system is safeguarded by cutting-edge secure 

authentication, but also users’ funds are always secure because each transaction requires a secured 

alphanumeric password. The mobile payment process delivers individual clients with enhanced security 

but also lowers the need of carrying physical money but also ensures easy prompt payment of transactions 

of utilities. Individuals utilizing such services will manage to pay one’s bill payments from the comfort of 

their place of arbour and making it even easier to do so. The use of only a numeric key for PIN was far 

more convenient for users, but it also made them more vulnerable to attacks. The standard PIN length 

in the current USSD mobile money application was four numeric keys. The indication was that the PIN 

length was too simple for a simple system to break through. The study proposed solution where mobile 
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money users can increase their user PIN to six characters, and include alphanumeric keys. The study will 

help reduce the increasing threat of mobile money fraud in the FinTech industry. 

 

Keywords: mobile security, personal identification number, mobile money, unstructured supplementary 

service data, SMS threat, fraud. 

 

Introduction 

Ghana’s mobile telecommunications industry (GMTI) is among the most competitive 

sectors in Africa, considering massive foreign actors in the telecoms industries (Yeboah-Asiamah 

et al., 2016; De Luna et al., 2019) and has also been generally viewed as the most influential aspect 

of Ghana’s economy. Mobile telephone subscribers stood at 41 million at the end of 2021, 

depicting a 134 percent penetration rate in 2021, National Communication Authority – NCA 

(National Communication Authority, 2021). The emergence of mobile money has altered how 

businesses are conducted (Madise, 2019; Jakhiya et al., 2020). Customers are required to register 

with users’ national identity card (Ghana card) to any selected telecoms across the country. The 

user’s SIM is automatically registered for mobile money service when a user signs up, which is 

mandated by NCA for network operators (Act, 769). Users need not open a bank account before 

using the mobile money application because mobile applications do not require a bank account 

to function. 

There is sufficient research on mobile money and mobile banking, in the areas of 

stakeholders’ perspective (Mullan et al., 2017) individual performance (Munoz-Leiva et al, 2017) 

service quality (Kaatz, 2020; Desmal et al, 2019), security (Wazid et al., 2019; Otor et al., 2020), and 

as a financial tool in an emerging economy (Malaquias & Silva, 2020; Tripathi, 2020; Mohamed & 

Nor, 2021), indicate the impact on the financial growth it has brought to those countries, and 

most importantly the users of the mobile money banking service. Mobile money is challenged 

with fraudulent activities, thus the focus of the study, is the length of user PIN used in the mobile 

money service. 

The direct interaction between the telecoms and handset is by use of a web portal and short 

message service (SMS), where SMS is through unstructured supplementary service data (USSD) 

however, the SMS is the most common medium (Mallik et al., 2020). SMS usage has grown in 

almost every sector of human development, from health care, e-government, education, 

agriculture, railways, mobile banking, and news alert to send reminders. These messages also 

include passwords and private information of users in 2018 (Shital and Prakash, 2015), more than 

9.1 trillion SMS were sent across the globe, constituting 1 trillion dollars US in commercial value. 

Mobile technology has successfully revealed itself as a digital platform for various activities, 

including online banking and mobile money services (Khan et al., 2017; Lin et al., 2020). While 

designing mobile applications, there are a few other issues to solve, including simplicity of the 

application, user friendly, security, and a well-established application referred to as a “killer 

application” (Siau et al., 2003). According to S. Hillman and C. Neustaedter (Hillman & 

Neustaedter, 2017), mobile application development is simply by virtue of whether such regulatory 

approval potentially makes service providers more reliable with their mobile application services 

(Munoz-Leiva et al, 2017; Jagtiani & John, 2018; Bowers et al., 2017; Chen, 2019). Transfer funds on 
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the mobile application is more than yet another software on one’s phone, but rather an 

embodiment of the institution’s brand. However, according to S. Sarkar and A. Khare (Sarkar 

& Khare, 2019), users would be discouraged from establishing flaws in the applications they are 

using, as a result, mobile device architects must thoroughly examine the applications 

environment. 

The usefulness of the mobile handset is becoming tough with various mobile devices, which 

have decreased in size and weight over time (Venkatesh et al., 2012). Moreover, the conventional 

mobile applications’ adaptability is still unsolved since the applications should be able to adjust 

to users’ requirements and requests and ensure their mobility (Anagnostopoulou et al., 2017; Wang 

et al., 2018). Developing the technical support provided by information technology infrastructure 

is the primary difficulty in mobile apps and the user’s ability to operate a smartphone 

application.  On the other hand, the advent of numerous traditional financial misfortunes has 

highlighted the difficulties inherent in the mobile money system, which is used throughout the 

mobile payment transaction process (Mega, 2020; Lee et al., 2018). 

A suitable system of payments through mobile devices is also a challenge in the evolution 

of mobile banking (De Luna, 2019; Kim et al., 2020; Wang et al., 2021), as mobile devices function 

as a strong medium in financial solutions also including mobile payments and mobile money 

services. Therefore, designing mobile money applications thoroughly to satisfy the needs of 

target users is highly significant (Korableva et al., 2019; Ahmad et al., 2018). 

The use of mobile money has become very important in bridging the most critical services 

that also occurred during the Covid-19 pandemic (Bryant et al., 2020; Beaunoyer et al., 2020). The 

role of mobile money became a saviour in the financial sector during the covid-19 pandemic. 

The use of mobile money allows users to transfer money to anybody who also had a mobile 

device and is registered with any mobile money company. Those whose SIM is not registered to 

any mobile money service operator were allowed to use the token option, the mobile money 

banking services give room to users to settle bills, purchase prepaid airtime, check their bank 

balance, and buy products and services using the service (Jakhiya et al., 2020; Gosavi, 2018). 

 

Research Problem 

There is an adequate study on mobile money and mobile banking, including stakeholders, 

service quality, security and financial tool for an emerging economy (Munoz-Leiva et al., 2017; 

Desmal et al., 2019; Otor et al., 2020; Malaquias & Silva, 2020; Tripathi, 2020). These studies show 

the impact mobile money had on financial growth in those countries where it has been adopted, 

and most importantly, the mobile money service users. However, there is little scientific and 

empirical evidence as to what has led to the security threat related to mobile money services in 

Ghana. 

The importance of the usage of USSD for mobile money should not elude stakeholders 

from overlooking the emerging security threats associated with mobile money services.  It is on 

this score that the study is to highlight the weakness of the current user PIN used in the mobile 

money service and introduces an increased PIN length instead of the four numeric PINs 

currently used. 

The threat to mobile money has become obvious, and fraudsters have taken advantage to 

wreak even more havoc on users, while service providers appear to do nothing to address the 
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obvious issues, instead simply asking users to be cautious with how they handle their PIN. Third-

party access to a user’s PIN has become a common method for fraudsters to gain control of a 

user’s account. However, there is no guarantee to protect users regarding how their accounts are 

operated, nor are there any security measures in place to ensure some level of safety on their 

accounts. 

As a result, the study problem is to improve the user’s security PIN of mobile money 

services and the threats that characterise the mobile money industry. 

 

Literature 

The review considers the structures associated with mobile money applications, as well as 

the security risk posed by USSD structures linked to mobile money services. 

 

Mobile application issues 

The problems of accepting mobile money have been widely studied and referenced based 

on one’s geographical location and class of development associated with mobile money services 

(Khalilzadeh et al., 2017). There is a litany of challenges confronting the mobile money payment 

system. The challenges discussed by researchers are tailored toward the scope of their study and 

the purpose set for the study. The study, therefore, classified the challenges confronting mobile 

payment as; security, cost, standardisation, convenience and technology, and system quality 

(Kang, 2018). The fundamental taste of users to adopt technology varies. However, T. Dahlberg 

and N. Mallat indicate that the focus should be on safety and affordability to get customers to 

embrace the new payment system (Dahlberg & Mallat, 2002). The study considers in detail the 

challenges relating to the acceptance of mobile payment systems. Figure 1 summarises the 

challenges in mobile money applications, and any solutions proposed must attempt to address 

them (Figure 1). 

 

Standardisation 

Several academics suggest that the unavailability of a uniform approach poses apparent 

issues in the advancement of mobile payment services to attract users (Verkijika & Neneh, 2021). 

According to MeT, the usage of mobile banking current market is characteristic of either an 

emerging thing, first with a plethora of concepts and indeed ideas, which might or might not be 

interoperable (MeT, 2001). Also, with a standard interface since the shared knowledge and 

convenience of use are vital, all the customers’ delight is getting a service that meets their 

requirements and service deployment at ease. Finally, one of the most pressing issues in mobile 

payments is a lack of standardisation, exacerbated by the mobile market’s proliferation (Hillman 

& Neustaedter, 2017; Yan, 2021). 

 

Trust 

Trust in mobile payment services is mostly limited to devices, applications, operators, 

regulations, and network infrastructure (Yeboah-Asiamah et al., 2016; Baganzi & Lau, 2017). Trust 

encapsulates the fact that the user strongly expects that the data and transaction information that 

the operators and the banks primarily handle are not misused or trade-off but is kept safe (Sharma 
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& Sharma, 2019; Talwar et al., 2020). This could be done when all the players put in appropriate 

measures to ensure and assume the trust needed. 

 

System quality 

Consumers obtain good impressions and adoption when they see that the service offers to 

them is of good quality (Zhu et al., 2017). The strength of third-party trustees, the crucial 

cryptography infrastructure to check secure transactions and the safeguard of privacy is an 

unquestionably crucial aspects in creating consumer adoption. 

According to B.J. Corbitt and Y.T. Han, when customers find inadequate integrity, it may 

hinder their interest to use (Corbitt & Han, 2003). However, system quality should primarily put 

into perspective the user’s demand to understand how it will ease their response to service 

demand. 

 

Convenience 

Convenience and ease of use are both significant factors incentivising all technological 

advancements (Jibril et al., 2020; Pal et al., 2020). Mobile user views of mobile payment 

convenience have a favourable impact on the acceptance of “mobile payment services” (Humbani 

& Wiese, 2018). Consequently, the accessibility of mobile payment systems is one of the reasons 

behind their popularity. However, in this age of rising hacking and cyber fraud, mobile money 

transactions come with the risk of financial and data loss. Compared to traditional financial 

service providers, the perceived benefit of the desire to use mobile payment is an appropriate 

basis to attribute the perceived usefulness of the intention to adopt mobile financial services 

(Putritama, 2019). According to W. Liu, X. Wang, and W. Peng, although mobile payment is 

convenient, it also introduces dozens of new payment security concerns, leading to our 

subsequent discussion on security (Liu et al., 2020). 

 

Security 

Security knowledge, privacy issues, and trust problems are all possible causes of factors to 

disrupt the gains made in mobile commerce (Otor et al., 2020; Kang, 2018). Thus “mobile 

commerce started with the establishment of cellphones equipped with advanced cards” (Madden 

et al., 2017), which provide security features not accessible through all the other e-commerce 

methods. The cell phone, with an embedded SIM card, is an ideal recipient for a public key 

infrastructure (PKI) system’s secret key electronic signature (Prakasha et al., 2019). 

However, this advancement is only possible if a tremendous amount of data security is 

ensured for the user’s information and secured transactions (Arun Prakash et al., 2018; Feng et al., 

2017). According to F. Gao, P.L.P. Rau, and Y. Zhang, the rising “adoption of mobile devices, 

as well as the development of digital systems” and applications, necessitates a human-centred 

approach to mobile data security (Gao et al., 2018). Privacy is a fundamental consumer 

prerogative, as users must not divulge their identity to other parties unless they are ready to 

provide that privilege (Bowers et al., 2017). 

 

Cost 
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Another factor that keeps surfacing in the face of adopting mobile payment is the 

transaction cost associated with the services provided, and related charges have not been easy. 

This is supported by (Abooleet & Fang, 2021), according to them, most of these payment methods 

continue to face opposition due to a variety of factors, such as transaction costs. The 

acceptability of mobile money payment is completely dependent on those willing to pay the extra 

cost (Liu et al., 2019; Shaw & Sergueeva, 2019). It is, of course, not simple to convince clients to 

give more charges without good offerings. Operational expenses include both fixed but also 

payment system expenses, as well as user expenditures and technological infrastructure. 

Cost, security, convenience, system quality, standardisation and trust are major factors for 

application development package standards for developers and users. The application issues 

associated with the development of mobile money services are the yardstick for developers and 

users in determining the application quality. These measures aid the success and failure in the 

acceptance of mobile money applications and services. 

 

Security threats in SMS 

Information security is the act of protecting information systems from unauthorised access 

for use any other than its original purpose. The distribution of SMS via a GSM system is not 

secured and is vulnerable to unauthorised access (Donald & Favour, 2021). 

 

Common threats in SMS 

The nature of the attack in a network system can be placed into two forms, thus internal 

and external; which could also be referred to as active and passive respectively (Sudin et al., 2018; 

Ghannam et al., 2018). We look closely at the specific attacks related to networks from which SMS 

is predominant in mobile money transactions. Figure 2, shows some SMS threats, these threats 

have become a challenge to most mobile money services (Figure 2). 

1. Man-in-middle Attack: this happens when the user is falsely authenticated by the use of a 

false network system. Before any message or call gets through, the user has to be verified; 

this is where the attack happens, the man-in-middle turn to use a “false base transceiver 

station which uses the same network code of the subscriber”, which makes it difficult to 

notice of the false authentication, as a result, turns to impersonate or commit any crime on 

the network.  

2. Replay Attack: with a replay attack, the perpetrator uses the old messages between the user 

and the network to carry out such attacks. The user turns to trust the source and is ready to 

do anything such inquest this new message seeks to achieve. 

3. Spamming: these are SMS messages which are sent as a nuisance or for an attack such as 

phishing or pharming. Several social marketers online turn to using SMS messages as a very 

legitimate marketing tool. But these turn out to be an inconvenience in some cases. 

4. Denial of Service (DoS) Attacks: this happens when bulk and repeated SMS messages are 

sent to a target mobile phone user, with the primary intention to deny the user the use of 

their phone.  

5.  SMS Phishing:  this uses the weakness in the SMS to send unsolicited information to a user 

with the main intention to cause harm.  
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6. Message Disclosure: SMS by default is not encrypted; the user’s message is temporarily 

stored in SMSC as plain text. This makes the SMSC Centre venerable to an attack, as such 

messages are intercepted either deliberately or by a brute force attack. The information 

gotten could be used for a purpose which is not intended by the user. In some instances, 

the information could be of no use but viewed by a third party.   

Figure 2 depicts the SMS threat associated with the USSD application in mobile money 

services (Figure 2). 

 

Research Methodology 

Research methodology is a system of methods used scientifically to solve the study problem. 

According to J.W. Creswell and J.D. Creswell, research must have a general framework; which 

aids in the design, structure and research strategy (Creswell & Creswell, 2018). The framework 

considered for this study is the research design and the data collection method and analysis to 

be used. 

According to J.W. Creswell and J.D. Creswell, research designs are strategies and procedures 

spanning from presumptions to precise methods of data collection, process, and interpretation 

(Creswell & Creswell, 2018). The study adopted an exploratory design, thus exploratory sequential. 

This method first considered a qualitative aspect of the study then followed by a quantitative 

with the major aid in developing an intervention or designing an application to support the study 

(Glyptis et al., 2020). 

The study first had a panel discussion with experts in the mobile money banking industry; 

these included professionals who had once worked with the mobile banking industry and the 

Telecoms. Moreover, the study team met the mobile money operators and agents in their 

capacity and not the institution. The reason for not meeting any of the telecoms officials was, 

they did not respond to the several letters requesting a meeting to have an overview 

understanding of the kind of security operations adopted by the telecoms in the mobile money 

service. 

The study organised a focus group discussion and engaged a group of mobile money users 

through a purposive survey method to give insight into the PIN composition for mobile money 

services. The survey to get insight into users’ PIN patterns was one of the most strenuous aspects 

of the study since most users were never willing to take part in the study.  The outlook from the 

survey shows the kind of PIN users create. This revealed the weakness of the user PIN and how 

easily a third party through social engineering and social media can get access to the user PIN. 

Only 57 participants took part in the study. Table 1 shows the outcome of respondents’ pattern 

of choosing and creating user PINs for mobile money (Table 1). The participants were asked to 

change their PIN after the survey. 

The analysis of the study was to develop a mobile money application that will function just 

the same as the current mobile money application adopted by telecoms. The analysis adopted is 

to ensure that the study’s mobile money application functionality solves the challenges set for 

the study’s focus. 

The scenario in Figure 3 enforces the kind of PIN used and its lengths, this is easier and 

simple for the user (Figure 3). However, it unveils how vulnerable it is to access a user’s mobile 

money PIN (Delahaye, 2019). 
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The masking technique prevents the risk user is exposed to when using mobile money 

through shoulder surfing. Some users don’t see the need to have a masked PIN, and most users 

in the study responded to the need not to mask their PIN. However, there are quite a number 

of research which the proposition to have a masked PIN is strong (Agbezoutsi et al., 2021; Tiwari 

et al., 2020). Figure 4 demonstrates the user PIN entered for a transaction; this also shows how 

easy it’s for anyone to get hold of the user’s PIN (Figure 4). 

There are several methods used to overcome the masking of PIN. The two ways to 

implement the masking methods. First, there could be complete masking of the PIN, where the 

user is not having any option of seeing what they are typing, but the user must know precisely 

the PIN required for that session. Secondly, the other choice is where the user is given an option; 

thus, a check option allows the user to see the PIN entered. There has been advertising use and 

implementation of the “Mobile PIN” concept where users can set their PINs (Tiwari et al., 2020; 

Lakshmi et al., 2017). However, this concept does not resolve the current threat related to the 

application’s inability to mask the input PIN from the user. Therefore, the PIN adopted and 

used by the user through the USSD application remains a threat. In the case of the mobile money 

service application used by telecoms, none of the service providers implements PIN masking. 

This loophole in the mobile money service application has been exploited towards the 

disadvantage of mobile money users. This is not subject to any mobile money service providers; 

none of the service providers implores any masking options discussed. 

 

Application development tools 

The service tools used for the development of the mobile money application, first, a local 

host server was created to expose the codes to the Internet and AfricaTalk as simulation 

platforms. The study adopted Apache HTTP Server as the internal server host. Also, ngrok was 

used to help tunnel the service of the webserver (Apache). For, the webserver and ngrok not to 

delay in the kind of service it is rendering a Callback is used to support the flow of data access, 

this serves as stationery to where the webserver and external host can easily and continuously 

fetch its data for their use as and when it is needed. 

 

Proposed User Pin Solution for USSD Mobile Money Service 

The number of characters used as PIN authentication generally determines the PIN’s 

strength. Using “mobile money” services as a case, all the telecom operators’ PINs are limited 

to only four (4) numeric characters. This makes it easier for anyone mindful of accessing another 

user’s PIN with minimum brute force attack or shoulder looking to get hold of an individual 

PIN quickly (Delahaye, 2019). In contrast, with that comes a gap this study would want to fill in 

the current security arrangement by the operator of the telecom of mobile money in Ghana.  

This demonstrated that the PIN length could be broken in less than an hour using simple 

computer algorithms in a brute-force attack (Delahaye, 2019). The current size of the PIN stack 

was set to four for convenience and user-friendliness, with little thought given to the threat such 

a length could pose in financial transactions involving mobile money banking. This resulted in 

users not making any conscious effort to create PINs that were difficult to guess. In any case, 

given the length of available keys, users simply used any patterns that were as convenient to 

them, such as the last four digits of their current phone number or their year of birth, as was 
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discussed earlier. As a result, the study implementation in order to increase the length of the PIN 

key was successful. This was increased to six characters on the basis that if a user loses or 

misplaces their phone, they will have a much greater window of opportunity to report it to the 

appropriate telecommunications operators. The latter will then block access to the phone to be 

used by the default new owner. As a result, it is a win-win situation for both telecoms and users. 

Figure 5, illustrates the coding to increase the length to six characters from the current 

designated of four numbers (Figure 5). This introduction gives users the freedom to use any key 

combination of up to six characters, thus alphanumeric characters instead of only numeric ones. 

This is not to say that users cannot continue to use the year of birth and other patterns discussed 

previously. However, users can add any additional characters to their existing keys. This makes 

the user’s PIN length longer, and it is a little more difficult to brute-force attack the user’s 

financial account on the mobile money platform. Figure 6 shows what the mobile money 

interface looks when a user enters their PIN in a transaction process (Figure 6). 

 

Discussion 

There are some participants who use “digits of their phone numbers” from the given phone 

number scenario (0244 906 732) for clarity. Some users used the last four (4) digits of their phone 

numbers (6732); others used the first four (4) digits (4906) apart from the phone code (024, 020, 

054, 055, 027). Considering the perspective of gender, most females used their last digit as a PIN 

compared to males, and most males used the first four digits of their phone numbers as a PIN 

compared to females. 

There was some diversity in the category for those who used “year of birth”; (1934). Some 

used their year of birth as the PIN code, and some also used the year of birth of their boyfriends, 

girlfriend, fiancées, parents and kids. With the same consideration about gender and their choice 

of these patterns for PIN codes, most females prefer using the year of birth compared to males. 

The final category is those who used “other forms” of key combinations as their PIN. The 

PINs used by this category are grouped into two, those just by instincts and others by familiarity 

with some numbers; this includes generic numbers such as (1234, 7777, and 4321). The 

comparison based on gender indicates more males prefer using this method of randomly 

combining numbers for PIN than females. The above analysis clearly shows that, with this 

information at hand, anyone who has access to others’ phones can break into their mobile money 

accounts without any trace. 

The final results show that PIN masking is still a major challenge to the mobile money 

service. The reason for not meeting the outcome of PIN masking is that the USSD platform 

used for mobile money development was also limited. As a result, there is technically little the 

study could do to achieve this, which greatly aided in understanding the relationship between 

the industry and its stakeholders. There is a need for telecoms to consider adopting this concept 

to improve the security of the mobile money banking service. 

The issue addressed in the use of USSD in mobile money transactions was the length of 

PIN keys. In the current USSD mobile money application, the standard PIN length was four 

characters. The indication was that the PIN length was too simple to break through in an hour 

with a simple computer system. According to the findings, it was possible to increase the length 
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of the user PIN using the USSD application. However, this was never encouraged in the type of 

USSD application used by telecommunications companies. 

 

Conclusion 

The study objective is to assess the security threats posed by user PINs in the mobile money 

banking ecosystem and to enhance the service quality of the existing mobile money service with 

its high level of security threats prone to the mobile money industry.  

The findings were based on the software development created for this study. In addition, 

the advancement was based on the exploration and quantitative study during the literature review 

period. These were focused on PIN length. 

The simulation determination of increasing the length of the key used as a PIN for mobile 

money was achieved. The need and suggestion to increase the length of user PIN is to make the 

service more secure than what is currently used. According to Jean-Paul Delahaye, the duration 

of time needed to reveal the user PIN with the use of a computerised system in a brute force 

method is longer if the length of the key is longer (Delahaye, 2019). The current application key 

used by telecoms is four digits, this therefore clearly indicates the vulnerability associated with 

its use and the risk to access by fraudsters. 

The outline of alphanumeric keys and the ability to increase the length of PIN in mobile 

money banking services will go a long way to reduce the rate of fraudulent activities on mobile 

money services. There is still clear evidence of a lack of collaboration between software 

developers and the industry in the areas of advancing the use of USSD mobile money with 

telecommunications companies. This was discovered by the USSD application development 

tool used by the telecoms for this study in the SMS sections of the USSD mobile money banking. 

In general, USSD was thought to be more secure than SMS in transactions (Lakshmi et al., 2017; 

Nakibuuka et al., 2019). Because the USSD does not keep track of the transaction histories of 

users. However, due to the lack of PIN masking, one major support offering the security nature 

of the USSD is weakened by the software development issue. According to the study reviews, 

masking the PIN would improve the physical security of transactions. This was done to ensure 

that anyone looking over their shoulder would not see the user's PIN. This singularity is still a 

problem for USSD mobile money banking; the platform is fixed, not allowing PIN masking.  

The outcome of this study will enable decision-makers, academics and industry players to 

have prudent and ample reason on factors contributing to the rising numbers of threats to 

consumers’ financial and personal data in the mobile money industry. 
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Table 1. Pattern of PIN used by users 

 

 

class Accounts(db.Model): 

id = db.Column('account_id', db.Integer, primary_key=True) 

name = db.Column(db.String(50))  # user input 

phone = db.Column(db.String(15))  # user input or from ussd_session 

email = db.Column(db.String(100))  # user input 

pin = db.Column(db.String(6))  # user input 

bank = db.Column(db.String(100)) #user input 

account_number = db.Column(db.String(30)) #user input 

bank_branch = db.Column(db.String(50)) #user input 

balance = db.Column(db.String(200))  # default 0, user input (teller) 

retry_chances = db.Column(db.Integer)  # default 3 

creation_date = db.Column(db.String(10))  # progam generated 

 

Figure 5: Programing code for User PIN keys 
Figure 5. Programming code for User PIN keys 

Figure 6. A summary of the user PIN of six characters 


